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e. To any source from which information is requested in the course of an investigation, to the extent 

necessary to identify the individual, inform the source of the nature and purpose of the 

investigation, and to identify the type of information requested.  

 

f. To the appropriate Federal, State, local, tribal, foreign, or other public authority responsible for 

investigating, prosecuting, enforcing, or implementing a statute, rule, regulation, or order where 

OPM becomes aware of an indication of a violation or potential violation of civil or criminal law 

or regulation.  

 

g. To an agency, office, or other establishment in the executive, legislative, or judicial branches of 

the Federal Government, in response to its request, in connection with the hiring or retention of 

an employee, the issuance of a security clearance, the conducting of a security or suitability 

investigation of an individual, the classifying of jobs, the letting of a contract, or the issuance of a 

license, grant, or other benefit by the requesting agency, to the extent that the information is 

relevant and necessary to the requesting agency's decision on the matter.  

 

h. To provide information to a congressional office from the record of an individual in response to 

an inquiry from the congressional office made at the request of that individual. However, the 

investigative file, or perts thereof, will only be released to a congressional office if OPM receives 

a notarized authorization or signed statement under 28 U.S.C. 1746 from the subject of the 

investigation.  

 

i. To the Office of Management and Budget at any stage in the legislative coordination and 

clearance process in connection with private relief legislation as set forth in OMB Circular No. 

A-19.  

 

j. To disclose information to contractors, grantees, experts, consultants, or volunteers performing or 

working on a contract, service, or job for the Federal Government.  

 

k. For agencies that use adjudicative support services of another agency, at the request of the 

original agency, the results will be furnished to the agency providing the adjudicative support.  

 

l. To provide criminal history record information to the FBI, to help ensure the accuracy and 

completeness of FBI and OPM records." to the end of this section.  
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FBI Privacy Act Statement 

Authority: The FBI’s acquisition, preservation, and exchange of fingerprints and associated 

information are generally authorized under 28 U.S.C. 534. Depending on the nature of your 

application, supplemental authorities include Federal statutes, State statutes pursuant to Pub. L. 

92-544, Presidential Executive Orders, and federal. Providing your fingerprints and associated 

information is voluntary; however, failure to do so may affect completion or approval of your 

application. 

Social Security Account Number (SSAN): Your SSAN is needed to keep records accurate 

because other people may have the same name and birth date. Pursuant to the Federal Privacy 

Act of 1974 (5 USC 552a), the requesting agency is responsible for informing you whether 

disclosure is mandatory or voluntary, by what statutory or other authority your SSAN is 

solicited, and what uses will be made of it. Executive Order 9397 also asks Federal agencies to 

use this number to help identify individuals in agency records. 

Principal Purpose: Certain determinations, such as employment, licensing, and security 

clearances, may be predicated on fingerprint-based background checks. Your fingerprints and 

associated information/biometrics may be provided to the employing, investigating, or otherwise 

responsible agency, and/or the FBI for the purpose of comparing your fingerprints to other 

fingerprints in the FBI’s Next Generation Identification (NGI) system or its successor systems 

(including civil, criminal, and latent fingerprint repositories) or other available records of the 

employing, investigating, or otherwise responsible agency. The FBI may retain your fingerprints 

and associated information/biometrics in NGI after the completion of this application and, while 

retained, your fingerprints may continue to be compared against other fingerprints submitted to 

or retained by NGI. 

Routine Uses: During the processing of this application and for as long thereafter as your 

fingerprints and associated information/biometrics are retained in NGI, your information may be 

disclosed pursuant to your consent, and may be disclosed without your consent as permitted by 

the Privacy Act of 1974 and all applicable Routine Uses as may be published at any time in the 

Federal Register, including the Routine Uses for the NGI system and the FBI’s Blanket Routine 




